INFORMATIVA ESTESA SULLA VIDEOSORVEGLIANZA
(ai sensi dell’art. 13 Regolamento UE 2016/679 — GDPR)

Il Titolare del trattamento espone di seguito le informazioni relative al trattamento dei dati personali
effettuato tramite gli impianti di videosorveglianza installati presso le sedi aziendali.

Titolare del trattamento

per il Centro Commerciale “Grotte Center”, sito in via Del Campo D’Aviazione n. 17, 60021
Camerano (AN), il titolare deltrattamento ¢ Kryalos SGR s.p.a., corrente in via Cordusio n.1,
20123 Milano, per conto del Fondo Immobiliare Reitaly; e-mail:info@grottecenter.com

Dati di contatto del Responsabile della Protezione dei dati (D.P.O.) e del privacy officer:

e-mail:dpo@grottecenter.com

Tipologia di dati trattati
Il trattamento riguarda esclusivamente:
e immagini dei soggetti che transitano nelle aree videosorvegliate;

o eventuali numeri di targa dei veicoli (solo se ripresi in parcheggi o zone accessibili ai
mezzi).

Non vengono trattate categorie particolari di dati ai sensi dell’art. 9 GDPR.

Finalita del trattamento

I dati sono trattati per:

—_—

tutela e protezione del patrimonio aziendale;

2. sicurezza delle persone presenti nelle aree sorvegliate;
3. monitoraggio degli accessi alle strutture aziendali;
4

. prevenzione e accertamento di atti illeciti e supporto alle autorita competenti.

Base giuridica del trattamento

o Legittimo interesse del Titolare (art. 6, par. 1, lett. f, GDPR) per esigenze di sicurezza,
controllo degli accessi e tutela del patrimonio;

e Adempimento di obblighi di legge in caso di richiesta da parte dell’ Autorita giudiziaria o
delle Forze dell’Ordine.

Il sistema non ¢ utilizzato per finalita diverse né per monitorare 1’attivita lavorativa del personale
(art. 4 L. 300/1970, ove applicabile).
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Destinatari dei dati personali
I dati potranno essere comunicati esclusivamente a:
e Autorita giudiziaria;
e Forze dell’ordine e organi di pubblica sicurezza;

o Compagnie assicurative (solo se strettamente necessario per la tutela dei beni aziendali in
caso di sinistri);

o Responsabili esterni del trattamento (es. istituti di vigilanza, societa di manutenzione degli
impianti).

I dati non saranno comunicati a privati per finalita diverse e incompatibili (ad esempio per
identificare autori di sinistri tra terzi estranei).

Trasferimento dei dati a paesi extra UE

11 Titolare non trasferisce 1 dati verso paesi extra UE o organizzazioni internazionali.

Soggetti autorizzati al trattamento
Possono trattare 1 dati:
e personale espressamente autorizzato dal Titolare (es. direzione, security interna);

o il personale dei responsabili esterni (es. istituto di vigilanza), appositamente designato e
istruito.

Periodo di conservazione delle immagini

Le immagini registrate sono conservate di regola per 72 ore.
Decorso tale termine, i dati vengono automaticamente sovrascritti, salvo:

e necessita di ulteriore conservazione su richiesta delle Autorita;

o episodi di danneggiamento, furto, sinistri o situazioni di rischio che ne rendano necessaria la
conservazione ai fini probatori.

Diritti degli interessati
(artt. 15-22 GDPR e Linee Guida EDPB 3/2019)

Gli interessati possono esercitare 1 diritti previsti dal GDPR nei limiti compatibili con la natura della
videosorveglianza.

Diritto di accesso alle immagini (art. 15 GDPR)

L’interessato puo richiedere conferma dell’eventuale trattamento delle proprie immagini.
— se le immagini non sono piu disponibili (perché sovrascritte, non registrate o mai archiviate), il



Titolare pud comunicare che nessun dato ¢ piu trattato;

— se le immagini sono ancora conservate, puo essere fornita copia delle stesse solo se non ledono i
diritti e le liberta di terzi.

In tal caso il Titolare puod oscurare o mascherare i terzi presenti nel filmato.

Limitazioni tecniche al diritto di accesso
Il Titolare puo non essere in grado di identificare I’interessato nel filmato se:
e non ¢ possibile individuare con esattezza il momento dell’accesso all’area;

e sarebbe necessario visionare un numero eccessivo di ore di registrazioni con conseguente
trattamento non proporzionato.

Per I’evasione della richiesta 1’interessato deve fornire, ove possibile:
o data,
o fascia oraria,
e area approssimativa,
e descrizione dell’abbigliamento o del veicolo.
Il Titolare potra richiedere ulteriori dettagli necessari all’identificazione.
Richieste manifestamente infondate o eccessive
At sensi dell’art. 12, par. 5 GDPR, il Titolare puo:
o addebitare un contributo spese ragionevole, oppure
o rifiutare la richiesta,
qualora risulti manifestamente infondata o eccessiva.
Diritto alla cancellazione (art. 17 GDPR)

L’interessato puo chiedere la cancellazione nei casi previsti dal GDPR, compatibilmente con la
natura del sistema.
La cancellazione non ¢ possibile quando:

e le immagini sono gia state sovrascritte;
e la conservazione ¢ necessaria per obbligo di legge o per accertare un illecito.
Diritto di opposizione (art. 21 GDPR)

Per motivi legati alla situazione particolare dell’interessato, ¢ possibile opporsi al trattamento. Il
Titolare valutera I’istanza alla luce del proprio legittimo interesse alla sicurezza.

Modalita di esercizio dei diritti
Le richieste devono essere indirizzate al:
o Titolare del trattamento, ai dati sopra indicati;

e DPO, agli indirizzi forniti.



L’interessato deve identificarsi con documento valido.

Reclamo all’ Autorita di controllo

L’interessato puod proporre reclamo al Garante per la Protezione dei Dati Personali ai sensi dell’art.
77 GDPR, o ricorrere all’autorita giudiziaria (art. 79 GDPR).

Necessita del trattamento

Il trattamento ¢ necessario ai fini della sicurezza e della protezione delle persone e dei beni.
L’ingresso nelle aree videosorvegliate comporta inevitabilmente la ripresa delle immagini.

Segnalazione delle telecamere

Le telecamere sono segnalate mediante appositi cartelli, posti prima dell’area ripresa, in conformita:
e al Provvedimento del Garante dell’8 aprile 2010,
e alle Linee Guida 3/2019 dell’European Data Protection Board.



